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Concept Development Solution Technical Description 
for the Counter Uncrewed Aerial Systems (CUAS) Challenge
Preparation and Submission of your Application
1.  This is your opportunity to tell us about your solution regardless of its TRL, inclusive of how it works, what has been tested, and what it’s designed to do even if not yet tested. The questions in this form provide a structured approach ensuring a common description method across all applications received.
2.  Provide your answers to the questions by selecting from the available checkboxes and substantiating your selections in the corresponding text boxes. This will guide your description of your solution and how it aligns with the specific characteristics DND/CAF is interested in. Italics are generally used to provide context to a question. Bold text is used for the specific question at hand.
3.  All answers must be based on your solution’s current configuration at the time of application. 
4.  Unless otherwise indicated, text answers are limited to the visible box for each question. No attachments are permitted, and nor will any such other documentation be considered during the evaluation and selection process.
5.  Once completed, include this form with your application package.
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This form provides a set of questions and answers to ensure a common structure for all applicants to describe their solution in a common way, regardless of its TRL.  The form also includes the challenge technical criteria that will be used to evaluate and score each solution.  The cumulative score of the rated criteria on the form becomes the score for “PRC-1 Solution Technical Characteristics” and will be used as described in the Applicant Guide.
How Will My Solution be Evaluated?
All criteria are identified on the form as Mandatory or Point Rated (which may include a minimum Mandatory PASS / FAIL score).  If there is insufficient and/or no information provided to substantiate the reasonableness of your response and how and why it meets a criteria:
•  A FAIL may be assessed for any such PASS / FAIL criteria, or
•  Zero points may be awarded for any rated criteria, which may include a Mandatory FAIL if there is a minimum pass mark indicated.
Scoring of the Point Rated Criteria.
Each point rated criteria is scored on a scale of 0-100 as described in its criteria description.  That score is then multiplied by the percentage based Weight Factor (WF) for that criteria.  The total score for the application is the sum of all such weighted scores, with a maximum potential total score of 100.
The criteria list on the following page shows the Weight Factors for each level and group within the overall criteria hierarchy.  Within each level and sub-level, the relative percentage weight of the criteria in that group is indicated, totaling 100% for that group.  Consequently, the total Weight Factor (WF) for each numerically scored terminal criteria is the product of its hierarchy’s relative percentage weight at each level above the criteria itself.
Example, assuming there was a “Section 2” at the top level of the criteria hierarchy:
•  Section 2 of the criteria is worth 30% of the total score (so the other sections are worth the other 70%).
•  Section 2.3 is worth 25% of the score within section 2.
•  Criteria 2.3.1 is worth 40% of the score within section 2.3.
•  So criteria 2.3.1 has a cumulative Weight Factor (WF) of 40% x 25% x 30% = 3% of the total maximum application score of 100%.
•  If criteria 2.3.1 was scored as 50/100 points, its weighted score would be 50/100 x 3% = 1.5.
How is my score used?
Your solution’s technical score from this form will be used in the overall evaluation and selection process as described in the Applicant Guide.
List of Solution Characteristics, Criteria, and Weight Factors (WF)
In the event of a discrepancy between these WF numbers and those elsewhere, these numbers shall take precedence.	
Section 1   PASS / FAIL Overview and Solution Technology Readiness Level         
Section 2   WF 80%   Solution Detailed Description and Criteria         
2.1.         WF 50% - Detect (only to be completed by solutions that include a Detect component)
         
2.1.1.   Detect Solution Description and Characteristics:         
2.1.1.1.      Types of drones detected                  
2.1.1.2.              Operating Conditions                  
2.1.1.3.              Detection Range                  
2.1.1.4.              Arc of Coverage                  
2.1.1.4.1.   Horizontal Arc         
2.1.1.4.2.   Vertical Arc          
2.1.1.5.              Passive Detection                  
2.1.1.6.              Recognize the Class of a UAV                     
2.1.1.7.              Identify a UAS                  
2.1.1.8.              Detection and Tracking of Swarms                  
2.1.1.9.              Friend / Foe Discrimination                  
2.1.1.10.    Detection and Tracking of High Speed Targets                  
2.1.1.11.    Locate the UAS’s Ground Control Station                  
2.1.1.12.    Speed of Solution Response                  
2.1.1.13.    Minimizing Human Resources and Training                  
2.1.1.14.    Minimizing Operator Burden                  
2.1.1.15.    Deployability / Ruggedness                  
2.1.1.16.    Solution Detectability                  
2.1.1.17.    Additional Features                  
         
2.1.2.   Detect Evaluated Criteria: 
         
2.1.2.1       25% Integration into an External Command and Control System                  (WF 10.0%)
2.1.2.2       75% Operational Scenarios         
2.1.2.2.1    Operating Base         40% (WF 12.0%)
2.1.2.2.2.   Mobile Vehicle         15% (WF 4.5%)
2.1.2.2.3    Dismounted Personnel         10% (WF 3.0%)
2.1.2.2.4    Urban         10% (WF 3.0%)
2.1.2.2.5    RCN Frigate         25% (WF 7.5%)
         
2.2.         WF 50% - Defeat (only to be completed by solutions that include a Defeat component)         
2.2.1.   Defeat Solution Description and Characteristics:
         
2.2.1.1.              Types of Drones Defeated                  
2.2.1.2.              Operating Conditions                  
2.2.1.3.              Effective Range                  
2.2.1.4.              Functional without Operator Line of Sight                  
2.2.1.5.              Defeat a Specific UAS                  
2.2.1.6.              Defeat Swarms of UAS                  
2.2.1.7.              Defeating High Speed Targets                  
2.2.1.8.              Defeat the Target’s Ground Control Station                  
2.2.1.9.              Speed of Solution Response                  
2.2.1.10.    Exploiting the Data from the Target UAS                  
2.2.1.11.    Minimizing Human Resources and Training                  
2.2.1.12.    Minimizing Operator Burden                  
2.2.1.13.    Deployability / Ruggedness                  
2.2.1.14.    Additional Features                  
         
2.2.2.   Defeat Evaluated Criteria:
         
2.2.2.1.              25% Integration into an External Command and Control System                  (WF 10.0%)
2.2.2.2.              75% Operational Scenarios
2.2.2.2.1.   Operating Base         40% (WF 12.0%)
2.2.2.2.2.   Mobile Vehicle         15% (WF 4.5%)
2.2.2.2.3.   Dismounted Personnel         10% (WF 3.0%)
2.2.2.2.4.   Urban         10% (WF 3.0%)
2.2.2.2.5.   RCN Frigate         25% (WF 7.5%)
Section 3   WF 5%   Human Factors         
Section 4   WF 15%   Growth Potential at 5 and 10 years, each worth 50% of the growth weight = a WF of 7.5% each         
Total Score  100%         
Section 1: Overview and Technology Readiness Level (this section only contains mandatory Pass / Fail criteria)
Solution category. For this challenge, solutions are categorized via their basic CUAS capability as Detect, Defeat, or Detect & Defeat.
Select the category that applies to your solution (pick one now). This will enable / disable questions on the form to describe it:
1.1 - Alignment with the Detect Challenge. This is a mandatory PASS / FAIL criteria for the Detect component.
1.2 - Alignment with Defeat Challenge.  This is a mandatory PASS / FAIL criteria for the Defeat component.
1.3 - Integration of your Detect component to your Defeat component, if applicable.
1.4 - Operator Functionality. This is a mandatory PASS / FAIL criteria.
1.5 - Technology Readiness Level (TRL). This is a mandatory PASS / FAIL criteria.
Indicate the highest Technology Readiness Level (TRL) that your solution has already successfully completed:
PASS:
The evaluators will consider the substantiation text, photo, and video that follows below to assess your TRL.
Note that if TRL 5 and higher is already completed the solution is NOT eligible for this part of the IDEaS program.  Apply to the CUAS Sandbox instead.
FAIL:
If desired, insert a diagram or image to illustrate your solution.
.\attachPhoto.png
Section 2: Solution Detailed Description and Criteria
This is your opportunity to tell us about your solution in more detail, how it will work,  what it’s intended to do even if not yet designed, built, or tested. The following questions provide a structured set of characteristics that DND/CAF is specifically interested in. This ensures a common description method across all applications received regardless of TRL. We recognize and expect that not all solutions will address all characteristics, so missing one is not a failure in itself.
We recognize that there can be differences between what you intend your solution to do versus what you have already confirmed it can actually do. We are open to high capability untested high-risk solutions, if the substantiation is present and reasonable. We fully accept that testing may not yet have occurred, or may not yet be at the design limit; however, we do need to understand the delta and substantiation between intended design and any testing to date (if applicable) in order to understand the developmental risk.
Instructions:
•  All answers must be based on the solution’s current configuration at the time of application submission.
•  Unless otherwise indicated, text answers are limited to the visible box for each question. No attachments are permitted, and nor will any such other documentation be considered during the evaluation and selection process.
•  For each question, be concise.  Lengthy answer are not required:
•  If a characteristic is not applicable to your solution type, select “Our concept does not include this feature”.
•  Otherwise, select and describe the current designed capabilities of your solution, providing your substantiation in the textbox for how this is accomplished, on what scientific basis, and/or other technical reasoning.  Convince us your solution can do what you claim.
•  If applicable, select and describe what testing you have already successfully completed to validate that design limit.
Section 2.1 - Detect (only to be completed by solutions that include a Detect component)
2.1.1  Detect Solution Description and Characteristics. 2.1.2  Detect Evaluated Criteria.
Section 2.1.1 - Detect Characteristics
2.1.1.1 - Types of Drones Detected.
The threat type and its control configurations influence the effectiveness of a detection system for those threat types.
Select and explain all types of drones your solution can detect:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.2 - Operating Conditions.
CAF conducts operations on a 24/7 basis in assorted climatic conditions which can influence the effectiveness of a CUAS system.
Select and explain what types of operating conditions your solution can effectively function in.
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.3 - Detection Range.
For this characteristic, use a target scenario of a NATO Class 1 Micro UAS of similar characteristics to a DJI Phantom 4, approaching the detector at a 45 track degree angle at 50 km/hr.
Select the detection range for your solution in this scenario:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.4 - Arc of Coverage.
2.1.1.4.1 - Horizontal Arc of Coverage.
Without operator actions, the solution can independently monitor a horizontal arc of sensing coverage in a brief period of time (less than 10 secs).For example, a fully and continuously rotating radar would scan 360 degrees.
Select the horizontal detection arc for your solution and briefly substantiate (i) how this is accomplished; and (ii) in what period of time / frequency:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.4.2 - Vertical Arc of Coverage.
Without operator actions, the solution can independently monitor a vertical arc of sensing coverage in a brief period of time (less than 10 secs).
Select the vertical detection arc for your solution and briefly substantiate (i) how this is accomplished; and (ii) in what period of time / frequency:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.5 - Passive Detection.
The solution uses techniques to locate the UAS threat such that the use of its systems is not detectable by the enemy, and consequently our use of the solution does not reveal our location to the enemy.
Briefly describe all emissions or other potentially detectable aspects of your solution, and any applicable characteristics or operational techniques you have incorporated to reduce its detection by the enemy:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.6 - Recognize the Class of a UAS.
In addition to the basic detection of a UAS threat, DND/CAF is interested in solutions that can also recognize what the threat is.
Detection means that the solution is able to distinguish an object from the background clutter.
Recognition means that the solution is able to recognize the broad class of an object’s type (is it a mini / micro UAS, or a larger UAS, or an aircraft, etc.?),and by consequence reduce the likelihood of nuisance alarms.
Identify means that the solution is able to specifically determine details about the object detected, and differentiate between types of mini / micro UAS.
Is your solution able to recognize the broad class of an object’s type? Briefly substantiate how this is accomplished:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.7 - Identify a UAS.
In addition to the basic detection and recognition of a UAS threat, DND/CAF is interested in solutions that can also identify UAS threats.
Detection means that the solution is able to distinguish an object from the background clutter.
Recognition means that the solution is able to recognize the broad class of an object’s type (is it a mini / micro UAS, or a larger UAS, or an aircraft, etc.?), and by consequence reduce the likelihood of nuisance alarms.
Identify means that the solution is able to specifically determine details about the object detected, and differentiate between types of mini / micro UAS.
Is your solution able to specifically determine details about the object detected, and differentiate between types of mini / micro UAS? Briefly substantiate how this is accomplished:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.8 - Detection and Tracking of Swarms.
The solution includes the capability to Detect swarms (3 or more threat UAS) and track each individual threat UAS within the swarm.
Does your solution have this capability?  
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.9 - Friend / Foe Discrimination.
As the CAF increases its own use of UAS the airspace is becoming cluttered with friend and foe UAS. Discrimination between the two is becoming increasingly important and the small size of UAS can make it difficult to fit them with onboard transponder or identification transmitters as doing so reduces their operational effectiveness for carrying other equipment.
Does your solution have a friend / foe discrimination capability?  If so, briefly substantiate how this is accomplished, including what identification technology must be fitted to the friendly drones if required for your solution to do this.
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.10 - Detection and Tracking of High Speed Targets.
The speed of threat UAS is continually increasing, and CAF requires a CUAS solution that can function against such high speed threats.
What is the maximum straight-line target UAS speed your solution can detect and track, measured with a DJI Phantom 4 target 1 km away flying perpendicular to line of sight from the solution’s detector.
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.11 - Locate the UAS's Ground Control Station (GCS).
The solution includes the capability to locate the enemy UAS ground control station.
Does your solution have this capability? If so, briefly substantiate how this is accomplished, and at what ranges it can be done:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.12 - Speed of Solution Response. 
How quickly a CUAS system can respond is an important measure of the system’s functional effectiveness in an operational environment.
Assuming a pop-up threat is travelling at a 45-degree track angle towards the solution’s detector at a distance of 1 km at 50 km/hr, what is the time consumed from when the threat pops up to when its presence and track are determined and presented to the operator?
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.13 - Minimizing Human Resources and Training.
When the CAF introduces new equipment and capabilities, it is advantageous if doing so does not require a new specialized type of job classification and can be done with minimal training, ideally achievable by all soldiers in a reasonable amount of time. 
For the purposes of this question, assume that the intended operator of your solution has the skillset of a newly graduated basic soldier, familiar with personal equipment such as binoculars, night vision goggles, rifles, grenades, and machine guns, but not familiar with higher technology, air defence systems, radar, or automated detection / defeat technology.
Select the most applicable type of training a CAF basic soldier would require to use your solution:
2.1.1.14 - Minimizing Operator Burden.
The solution is simple to unpack, setup, and activate, and uses automated features to reduce the burden on the user to operate, monitor, and control the solution, ideally to a virtual "hands-off" level once activated.
What is your solution designed to do?
Select one of: 
and one of: 
2.1.1.15 - Deployability / Ruggedness. 
CAF needs to deploy its personnel and equipment to remote destinations in harsh environments.
Describe how your solution is designed for ruggedness, packaged for transport, including the number of pallets required and total weight (using 463L pallets that are 213 cm x 264 cm), as well as its physical and power footprint once unpacked and operating.
What is your solution designed to do?  Select all that are applicable:
2.1.1.16 - Solution Detectability. 
The solution uses techniques to locate the UAS threat such that the use of its systems is not detectable by the enemy, and consequently our use of the solution does not reveal our location to the enemy.
Briefly describe all emissions or other potentially detectable aspects of your solution, and any applicable characteristics you have incorporated to reduce its detection by the enemy:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.1.1.17 - Additional Innovative Detect Characteristics.
While the preceding characteristics describe Detect effects known and of interest to CAF, additional Detect features that are already incorporated into the solution can be described here at the Applicant’s discretion. Such features must be distinct in topic from the preceding criteria, and not simply an increase in the description of a similar characteristic.
2.1.2 - Detect Evaluated Criteria 
2.1.2.1 - Integration into an External Command and Control System - A Point Rated Performance Criteria.
The UAS threat is only one threat amongst many that CAF must constantly consider in a layered operational environment.  While a singular CUAS system may be quite capable, if its information and control cannot be integrated into a common command and control structure its functional utilization is diminished, requiring additional human resources to manually fill that gap, which reduces both efficiency and effectiveness of the system and the deployed force.  It is desirable that the utilized external command and control system is one already in use by the CAF.
Select from the lists below, and then describe the extent to which your solution is already designed and tested to be integrated into an external command and control system, including:
1.  What specific external command and control systems have you (i) designed for; and (ii) successfully tested?
2.  What data / information is sent to the external system and in what format?
3.  What data / information can be received from the external system and in what format?
4.  What level and type of control of the solution is available to be manipulated via an external C2 system?
5.  What data / information and controls are only available by an operator directly using the solution’s internal control system?
•  Data / Information output from the solution to an external C2 system:
Plus
•  The solution can receive, process, and action external input and control from an external C2 system:
Plus
If you have you already successfully tested the integration of your solution with one or more of one of Link 16, Sensing for Asset Protection using Integrated Electronic Networked Technology (SAPIENT), Forward Area Air Defense Command and Control (FAAD C2), All Purpose Structured Eurocontrol Surveillance Information Exchange (ASTERIX), NATO Air Command and Control System (ACCS), or Joint All-Domain Command and Control (JADC2).  
11 points for any one system, plus 3 points for each additional one to a maximum of 20 points.
2.1.2.2 - Operational Detect Scenarios.  A set of point rated criterias.
The description of a solution and its technical capabilities and characteristics provides a perspective on what the solution is but does not in itself indicate how useful that type of solution may or may not be in the CAF’s operational context, which is the essence of what the CAF is seeking via this challenge.
The following five representative operational scenarios are provided as point rated criteria in order for the CAF to evaluate how applicable a solution could be in addressing the CUAS challenge for the CAF.
For each scenario that is applicable to your solution, use the text box to explain and substantiate:
1.  How it would be used for the scenario from a “Detect” perspective;
2.  How many systems would be required; and
3.  How many operators would be required.
Or enter “Not applicable to my solution.”
Evaluators will consider all information in the application form to make the scenario assessments, with the assumption that the system will perform as described.
The scoring for each scenario is as follows:
Resource utilization definition:  How resource intensive is the application of the solution to the scenario? Compared to the personnel and equipment already assigned to the military unit in the scenario, implementation of the CUAS system would require:
Low:  Very few additional personnel or equipment.
Medium: A moderate but reasonable and manageable increase in the number of personnel or equipment.
High: A significant increase in the number of personnel or equipment that would become difficult to sustain. 
Extreme: The increase in the number of personnel or equipment would not be manageable.
Applicability definition: How applicable is the solution in relation to the scenario:
None:  The system would not contribute to the CUAS scenario in any significant way.
Marginally:  The system would contribute to the CUAS scenario, but only as a minor contribution with reliance on other CUAS systems to address the scenario.
Moderately:  The system would contribute to the CUAS scenario as an equal partner to another CUAS system.
Highly:   The system would be the major contributor to addressing the CUAS scenario but would not fully address it.
Extremely:  The systems would virtually fully address the CUAS scenario, with the residual gaps being mostly an acceptable risk.
Resource 
utilization
Points Awarded
Low
0
25
50
75
100
Medium
0
10
25
50
75
High
0
5
10
25
50
Extreme
0
0
0
0
0
None
Marginally
Moderately
Highly
Extremely
Applicability
2.1.2.2.1 - Operating Base.
2.1.2.2.2 - Mobile Vehicle.
2.1.2.2.3 - Dismounted Personnel.
2.1.2.2.4 - Urban Environment.
2.1.2.2.5 - Naval Environment.
Section 2: Instructions: Solution Detailed Description and Criteria
This is your opportunity to tell us about your solution in more detail, how it will work,  what it’s designed to do even if not yet designed, built, or tested. The following questions provide a structured set of characteristics that DND/CAF is specifically interested in. This ensures a common description method across all applications received regardless of TRL. We recognize and expect that not all solutions will address all characteristics, so missing one is not a failure in itself.
We recognize that there can be differences between what you intend your solution to do versus what you have already confirmed it can actually do. We are open to high capability untested high-risk solutions, if the substantiation is present and reasonable. We fully accept that testing may not yet have occurred, or may not yet be at the design limit; however, we do need to understand the delta and substantiation between intended design and any testing to date (if applicable) in order to understand the developmental risk.
Instructions:
•  All answers must be based on the solution’s current configuration at the time of application submission.
•  Unless otherwise indicated, text answers are limited to the visible box for each question. No attachments are permitted, and nor will any such other documentation be considered during the evaluation and selection process.
•  For each question, be concise.  Lengthy answer are not required:
•  If a characteristic is not applicable to your solution type, select “Our concept does not include this feature”
•  Otherwise, select and describe the current designed capabilities of your solution, providing your substantiation in the textbox for how this is accomplished, on what scientific basis, and/or other technical reasoning.  Convince us your solution can do what you claim.
•  If applicable, select and describe what testing you have already successfully completed to validate that design limit.
Section 2.2 - Defeat (only to be completed by solutions that include a Defeat component)
2.2.1	Defeat Solution Description and Characteristics 2.2.2	Defeat Evaluated Criteria
2.2.1 - Defeat Solution Description and Characteristics
2.2.1.1 - Types of Drones Defeated.
The threat type and its control configurations influence the effectiveness of a detection system for those threat types.
Select and explain all types of drones your solution can defeat:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.2 - Operating Conditions.
CAF conducts operations on a 24/7 basis in assorted climatic conditions which can influence the effectiveness of a CUAS system.
Select and explain what types of operating conditions your solution can effectively function in.
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.3 - Defeat Effective Range.
For this characteristic, use a target scenario of a NATO Class 1 Micro UAS of similar characteristics to a DJI Phantom 4, approaching the detector at a 45 track degree angle at 50 km/hr.
Select the detection range for your solution in this scenario:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.5 - Defeat a Specific UAS.
As the CAF increases its own use of UAS the airspace is becoming cluttered with friend and foe UAS.
Does your solution have the capability for the operator to select and defeat a specific drone from amongst the clutter of multiple drones?
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.6 - Defeat Swarms of UAS.
The capability to defeat swarms of UAS in a short amount of time (either simultaneously or sequentially).
Does your solution have the capability to defeat swarms of UAS? If so, briefly substantiate how this is accomplished:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.4 - Functional without Operator Line of Sight.
Once “fired”, the solution can continue and complete the defeat of the targeted UAS without requiring the operator to maintain their line of sight to either the solution or the target.
Is the operator required to maintain any line of sight during an engagement? Briefly explain:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.7 - Defeat High Speed Targets.
The speed of threat UAS is continually increasing and CAF requires a CUAS solution that can function against such high speed threats. For this scenario make your calculations for a DJI Phantom 4 target 1 km away flying perpendicular to line of sight from the solution’s launch / fire location, and the target maintains a constant speed and direction until defeated.
What is the maximum straight-line target UAS speed your solution is capable of defeating in this scenario? Include a description of your solution’s defeat actions and timeline from the initial decision to engage through to defeat of the target and the time required.
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.8 - Defeat the Target’s Ground Control Station (GCS).
The solution includes the capability to target and defeat the enemy UAS’s GCS.
Does your solution have the capability to target and defeat the GCS? If so, briefly substantiate how this is accomplished:
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.9 - Speed of Solution Response.
How quickly a CUAS system can respond is an important measure of the system’s functional effectiveness in an operational environment.
Assuming a pop-up threat is identified by a detection system (which may or may not be included in your solution), travelling at a 45 degree track angle towards your defeat solution’s location at a distance of 1 km at 50 km/hr, what is the time consumed from when the operator initiates the firing sequence to when the target is defeated?
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.10 - Exploiting the Data from the Target UAS.
The solution can capture the data from the target UAS (such as its position logs, sensor data, its video imagery, etc) through either (i) a cyber means; or (ii) by enabling the physical recovery of the target UAS itself, without destroying the target.
Does your solution have the capability to capture the data?
What is your solution designed to do?
What have you already successfully and repeatedly tested? 
2.2.1.11 - Minimizing Human Resources and Training.
When the CAF introduces new equipment and capabilities, it is advantageous if doing so does not require a new specialized type of job classification and can be done with minimal training, ideally achievable by all soldiers in a reasonable amount of time. 
For the purposes of this question, assume that the intended operator of your solution has the skillset of a newly graduated basic soldier, familiar with personal equipment such as binoculars, night vision goggles, rifles, grenades, and machine guns, but not familiar with higher technology, air defence systems, radar, or automated detection / defeat technology.
Select the most applicable  type of training a CAF basic soldier would require to use your solution:
2.2.1.12 - Minimizing Operator Burden.
The solution is simple to unpack, setup, and activate, and uses automated features to reduce the burden on the user to operate, monitor, and control the solution, ideally to a virtual "hands-off" level once activated.
What is your solution designed to do?
Select one of: 
and one of: 
2.2.1.13 - Deployability / Ruggedness. 
CAF needs to deploy its personnel and equipment to remote destinations in harsh environments.
Describe how your solution is designed for ruggedness, packaged for transport, including the number of pallets required and total weight (using 463L pallets that are 213 cm x 264 cm), as well as its physical and power footprint once unpacked and operating.
What is your solution designed to do?  Select all that are applicable:
2.2.1.14 - Additional Innovative Defeat Characteristics.
While the preceding criteria describe Detect effects known and of interest to CAF, additional Defeat features that are already incorporated into the solution can be described here at the Applicant’s discretion. Such features must be distinct in topic from the preceding criteria, and not simply an increase in the description of a previous or similar criteria.
2.2.2 - Defeat Evaluated Criteria  Based on the information provided throughout the application process, and the additional information the applicant provides in this section, the following criteria will be evaluated.
2.2.2.1 - Integration into an External Command and Control System - A Point Rated Performance Criteria.
The UAS threat is only one threat amongst many that CAF must constantly consider in a layered operational environment. While a singular CUAS system may be quite capable, if its information and control cannot be integrated into a common command and control structure its functional utilization is diminished, requiring additional human resources to manually fill that gap, which reduces both efficiency and effectiveness of the system and the deployed force. It is desirable that the utilized external command and control system is one already in use by the CAF.
Select from the lists below, and then describe the extent to which your solution is already designed and tested to be integrated into an external command and control system, including:
1.  What specific external command and control systems have you (i) designed for; and (ii) successfully tested?
2.  What data or information is sent to the external system and in what format?
3.  What data or information can be received from the external system and in what format?
4.  What level and type of control of the solution is available to be manipulated via an external C2 system?
5.  What data and controls are only available by an operator directly using the solution’s internal control system?
•  Data / Information output from the solution to an external C2 system:
Plus
•  The solution can receive, process, and action external input and control from an external C2 system:
Plus
If you have you already successfully tested the integration of your solution with one or more of one of Link 16, Sensing for Asset Protection using Integrated Electronic Networked Technology (SAPIENT), Forward Area Air Defense Command and Control (FAAD C2), All Purpose Structured Eurocontrol Surveillance Information Exchange (ASTERIX), NATO Air Command and Control System (ACCS), or Joint All-Domain Command and Control (JADC2). 
11 points for any one system, plus 3 points for each additional one to a maximum of 20 points.
2.2.2.2 - Operational Defeat Scenarios. A set of Point Rated Criteria.
The description of a solution and its technical capabilities and characteristics provides a perspective on what the solution is but does not in itself indicate how useful that type of solution may or may not be in the CAF’s operational context, which is the essence of what the CAF is seeking via this challenge.
The following five representative operational scenarios are provided as point rated criteria in order for the CAF to evaluate how applicable a solution could be in addressing the CUAS challenge for the CAF.
For each scenario that is applicable to your solution, use the text box to explain and substantiate:
1.  How it would be used for the scenario from a “Defeat” perspective;
2.  How many systems would be required; and
3.  How many operators would be required.
Or enter “Not applicable to my solution.”
Evaluators will consider all information in the application form to make the scenario assessments, with the assumption that the system will perform as described.
The scoring for each scenario is as follows:
Resource utilization definition:  How resource intensive is the application of the solution to the scenario? Compared to the personnel and equipment already assigned to the military unit in the scenario, implementation of the CUAS system would require:
Low:  Very few additional personnel or equipment.
Medium: A moderate but reasonable and manageable increase in the number of personnel or equipment.
High: A significant increase in the number of personnel or equipment that would become difficult to sustain. 
Extreme: The increase in the number of personnel or equipment would not be manageable.
Applicability definition: How applicable is the solution in relation to the scenario:
None:  The system would not contribute to the CUAS scenario in any significant way.
Marginally:  The system would contribute to the CUAS scenario, but only as a minor contribution with reliance on other CUAS systems to address the scenario.
Moderately:  The system would contribute to the CUAS scenario as an equal partner to another CUAS system.
Highly:   The system would be the major contributor to addressing the CUAS scenario but would not fully address it.
Extremely:  The systems would virtually fully address the CUAS scenario, with the residual gaps being mostly an acceptable risk.
Resource 
utilization
Points Awarded
Low
0
25
50
75
100
Medium
0
10
25
50
75
High
0
5
10
25
50
Extreme
0
0
0
0
0
None
Marginally
Moderately
Highly
Extremely
Applicability
2.2.2.2.1 - Operating Base.
2.2.2.2.2 - Mobile Vehicle.
2.2.2.2.3 - Dismounted Personnel.
2.2.2.2.4 - Urban Environment.
2.2.2.2.5 - Naval Environment.
Section 3: Human Factors 
Human Factors. A Point Rated Criteria, with a Weight Factor of 5.0%.
DND/CAF follows the Canadian Government policy for Gender Based Analysis Plus (GBA+) to ensure that all programs take a gender and diversity sensitive approach to their work and solutions. It is recognized that for pre-production products still in development the inclusion of all aspects of human factors design may not yet be incorporated.
Describe how you incorporated gender analysis to include women, men, and non-binary people* into the human factors aspects of your solution, such as the form, fit, function, size, operator station, controls, maintenance processes, etc.
*Non-Binary refers to a person whose gender identity does not align with a binary understanding of gender such as man or woman. A gender identity which may include man and woman, androgynous, fluid, multiple, no gender, or a different gender outside of the “woman-man” spectrum.
Section 4: Growth Potential
Typically the life cycle for many solutions follows a developmental path with a slow start for initial iterations followed by a period of accelerating cycles of developments with major improvements or leaps in performance and production efficiency, culminating in a flattened plateau as the limits of that methodology are reached and further growth slows. DND/CAF is interested in solutions with a strong growth potential.
In relation to the technologies and methods used by the solution and it’s current intended configuration and design capabilities, describe the solution’s future growth potential, including substantiation for, and by what factor, its performance is reasonably expected to increase beyond your current design intent and be available for demonstration in each of the next five, and ten year time periods.
Each time period below is evaluated independently if claimed. The described growth for each time period must:
1.  Be substantively different and an improvement relative to the current intent; and
2.  Be available for demonstration; in the timeframe selected.
Note that, if performance will be doubled in 10 years but not available until then, no points are awarded for growth in the two and five year periods.
The evaluation will consider if the proposed growth of the solution is of interest and relevance to DND/CAF as follows:
•  Of extreme interest         (100 points)
•  Of high interest                  (75 points)
•  Of moderate interest         (50 points)
•  Of low interest                  (25 points)
•  Of negligible interest         (0 points)
•  “Not applicable” indicated         (0 points)
4.1 - Five-Year Growth Potential.
4.2 - Ten-Year Growth Potential.
Section 5: Attestation
Applicant Authorizing Officer
I attest that the information submitted is a true representation of our solution, its characteristics, and its performance, based on its current configuration and design intent at the time of application.
Once completed, include the form with your full application package.
DND 4924-E - Concept Development Solution Technical Description for the Counter Uncrewed Aerial Systems (CUAS) Challenge
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