[bookmark: _Hlk99957203]Outil d’évaluation des risques d’atteinte à la vie privée des responsables de la protection de la vie privée 
Phase 2 : Effectuer une évaluation complète
Lors de l’utilisation de cet outil, les responsables de la protection de la vie privée devrait :
· se reporter aux informations fournies dans la liste de contrôle sur les atteintes à la vie privée remplie par le BPR, ou l’équivalent de l’institution;
· demander des renseignements et des éclaircissements au BPR au besoin.
Remarques : Le niveau de risque d’une atteinte peut changer lorsque de plus amples renseignements sur l’atteinte deviennent disponibles et des mesures d’atténuation sont mises en œuvre. Cet outil est destiné à produire un instantané dans le temps qui facilite la réalisation de la phase 3 (atténuer l’incidence et communiquer en interne) et de la phase 4 (signaler et prévenir une nouvelle atteinte) du processus de gestion des atteintes. Il n’est pas nécessaire de réviser le niveau de risque pour tenir compte des mesures prises par la suite.
[bookmark: _Toc130911076]Date (jj-mm-aaaa) à laquelle l’évaluation a été réalisée : [insérer le texte ici]
1. Évaluer le risque pour les individus.
Évaluer le préjudice potentiel
Pour déterminer le préjudice potentiel, il est important de tenir compte de la sensibilité des renseignements personnels en cause. En général, plus l’information est sensible, plus le préjudice potentiel est important.
Certains renseignements personnels sont plus sensibles que d’autres. Voici quelques exemples de renseignements personnels sensibles :
· information en matière de santé
· pièce d’identité délivrée par le gouvernement, comme les numéros d’assurance sociale (NAS)
· permis de conduire
· numéro de soins de santé
· informations financières qui pourraient être utilisées pour le vol d’identité
Le contexte est également important lorsque l’on prend en considération les préjudices potentiels. Par exemple, les noms d’individus isolés peuvent n’entraîner qu’un faible niveau de préjudice potentiel. Cependant, si les noms de ces personnes reviennent également sur une liste de candidats à un programme de soutien du revenu, plus d’informations sur les personnes sont révélées et pourraient entraîner un niveau de préjudice potentiel plus élevé si l’on prend en considération qu’il s’agit d’une atteinte à la vie privée. 
Utiliser les critères suivants pour évaluer le niveau de préjudice potentiel pour un individu.
Tableau 1 – Un tableau décrivant les différents niveaux de préjudice potentiel 
	Niveau de préjudice
	Description du préjudice causé à l’individu 

	Négligeable
	Insignifiant ou sans incidence sur l’individu.

	Faible
	Préjudice à court terme qui pourrait probablement être facilement atténué ou qui n’aurait qu’une incidence notable mineure sur l’individu.

	Moyen
	Préjudice à court terme qui pourrait probablement être partiellement atténué ou qui aurait une incidence notable sur la personne.

	Élevé
	Préjudice à long terme qui ne pourrait probablement pas être entièrement ou en grande partie atténué ou qui aurait de graves incidences sur la personne.


Évaluer la probabilité que des préjudices se concrétisent
La probabilité que le préjudice se concrétise dépend du contexte de l’atteinte. La liste suivante contient quelques questions à prendre en considération.
· les renseignements personnels sont-ils chiffrés, anonymisés ou autrement difficilement accessibles? S’il y a des raisons suffisantes de croire que les dossiers ne sont pas accessibles, la probabilité que des dommages se concrétisent est considérablement réduite.
· depuis combien de temps les renseignements personnels sont-ils exposés?
· l’atteinte a-t-elle été efficacement contenue?
· y a-t-il des preuves d’intention malveillante (p. ex., vol, piratage, espionnage)?
· existe-t-il une relation entre un destinataire non autorisé et le sujet de l’information qui augmente la probabilité de préjudice (tel qu’un ex-conjoint ou un patron)?
· les renseignements ont-ils été exposés à des entités limitées ou connues qui se sont engagées à détruire et à ne pas divulguer les données?
· les renseignements personnels ont-ils été récupérés?
Utiliser les critères suivants pour évaluer la probabilité que le préjudice se concrétise.
Tableau 2 – Un tableau décrivant les différents niveaux de probabilité de concrétisation des préjudices
	Probabilité de concrétisation du préjudice
	Description de la probabilité que le préjudice se concrétise

	Négligeable
	Préjudice impossible ou hautement improbable.

	Faible
	Préjudice possible uniquement dans des circonstances très limitées.

	Moyen
	Préjudice possible dans des circonstances normales. 

	Élevé
	Préjudice probable dans des circonstances normales.


Déterminer le niveau de risque pour les personnes touchées
Déterminer le niveau de préjudice potentiel pour les individus et la probabilité que le préjudice se concrétise pour chaque catégorie ci-dessous. Utiliser des catégories supplémentaires si nécessaire. 
Si différents préjudices potentiels ayant différentes probabilités de se produire sont décelés dans l’une des catégories ci-dessous, utiliser le Calculateur de niveau de risque de l’annexe A pour déterminer le préjudice et la probabilité qui produit le niveau de risque le plus élevé. Ajouter des notes pour expliquer l’évaluation si nécessaire. 
Catégories de risque 
1. Finances
Voici des exemples de préjudice financier :
· usurpation d’identité ou fraude.
· inconvénients dus à l’évolution des dispositions financières.
· perte de salaire, d’emploi ou de possibilité d’emploi.
· perte de possibilités professionnelles.
· augmentation du coût ou perte d’assurance.
· perte de pension.
[bookmark: _Hlk138672938]Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici]
Remarques : [insérer le texte ici]
2. Santé
Voici des exemples de préjudices liés à la santé mentale et physique :
· stress
· menaces à la sécurité physique
· dommages aux relations
[bookmark: _Hlk138672959]Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici]
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici] 
3. Réputation 
Voici des exemples d’atteinte à la réputation :
· humiliation ou gêne
· discrimination
· perte d’image personnelle ou professionnelle
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici]
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici]
4. Juridique
[bookmark: _Toc130911080]Voici des exemples de préjudices juridiques :
· accusations civiles ou pénales
· emprisonnement
· application éventuelle de lois étrangères 
Remarques : Si un préjudice juridique potentiel est suspecté, il est recommandé aux responsables de la protection de la vie privée de consulter l’unité des services juridiques de leur institution.
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici] 
2. Évaluer le risque pour l’institution.
[bookmark: _Toc130911081]Évaluer le préjudice potentiel
L’évaluation du préjudice potentiel pour l’institution comprend la prise en compte du niveau de risque pour les individus, comme déterminé dans la section précédente. Par exemple, une atteinte qui présente un niveau de risque élevé pour les personnes touchées augmentera probablement le niveau de risque de réputation et de risque juridique pour l’institution.
Utiliser les critères suivants pour évaluer le niveau de préjudice potentiel pour une institution.
Tableau 3 – Un tableau décrivant les différents niveaux de préjudice potentiel pour l’institution
	Niveau de préjudice potentiel 
	Description du préjudice causé à l’institution 

	Négligeable
	Le préjudice pourrait être absorbé par une activité normale. 

	Faible
	Le préjudice pourrait être absorbé avec un effort maîtrisé. 

	Moyen
	Le préjudice pourrait nécessiter des modifications des opérations. 

	Élevé
	Le préjudice pourrait nécessiter une réorientation des opérations à grande échelle et à long terme.


[bookmark: _Toc130911082]Évaluer la probabilité que des préjudices se concrétisent
[bookmark: _Toc130911083]Utiliser les critères suivants pour évaluer la probabilité que le préjudice se concrétise.
Tableau 4 – Un tableau décrivant les différents niveaux de probabilité de concrétisation des préjudices 
	Probabilité de concrétisation du préjudice
	Description de la probabilité que le préjudice se concrétise

	Négligeable
	Préjudice impossible ou hautement improbable.

	Faible
	Préjudice possible uniquement dans des circonstances très limitées.

	Moyen
	Préjudice possible dans des circonstances normales. 

	Élevé
	Préjudice probable dans des circonstances normales.


Déterminer le niveau de risque pour l’institution 
Déterminer le niveau de préjudice potentiel pour l’institution et la probabilité que le préjudice se concrétise pour chaque catégorie ci-dessous. Utiliser des catégories supplémentaires si nécessaire. Si différents préjudices potentiels ayant différentes probabilités de se produire sont décelés dans l’une des catégories ci-dessous, utiliser le Calculateur de niveau de risque de l’annexe A pour déterminer le préjudice et la probabilité qui produit le niveau de risque le plus élevé. Ajouter des notes expliquant l’évaluation si nécessaire. 
Catégories de risque 
1. Réputation 
Voici des exemples d’atteinte à la réputation :
· critiques des organismes centraux
· attention médiatique négative
· enquête interne ou enquête publique
· enquête ou vérification par le Commissariat à la protection de la vie privée du Canada
· perte de la confiance du public 
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici] 
2. Intérêt national 
Voici des exemples de préjudices liés à l’intérêt national :
· menaces pour la santé publique ou la sécurité nationale 
· incidence négative sur les relations interprovinciales ou internationales 
Remarque : Si des atteintes potentielles à l’intérêt national sont suspectées, il est recommandé que les responsables de la protection de la vie privée consultent d’autres institutions si nécessaire. 
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
3. Opérationnel 
Voici des exemples de préjudices aux opérations :
· augmentation du fardeau administratif
· interruption de la prestation de services
· mesures disciplinaires ou le licenciement pour les employés 
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici] 
4. Juridique 
[bookmark: _Toc130911084]Voici des exemples de préjudices juridiques :
· procès 
· pénalités financières 
Remarque : Si un préjudice juridique potentiel est suspecté, il est recommandé aux responsables de la protection de la vie privée de consulter l’unité des services juridiques de leur institution.
Saisir le niveau de préjudice potentiel (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
Saisir la probabilité que le préjudice se concrétise (négligeable, faible, moyenne ou élevée.) : [insérer le texte ici] 
Remarques : [insérer le texte ici] 
3. Résultats
1. Risque pour les individus
Pour le niveau de risque de l’atteinte pour les individus, indiquer le niveau de risque le plus élevé produit à l’aide du Calculateur de niveau de risque pour l’une des catégories. 
Saisir le niveau de risque pour les individus (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 
2. Existence d’une atteinte substantielle à la vie privée
Si un risque pour les individus est calculé comme moyen ou élevé, l’atteinte doit être classée et traitée comme une atteinte substantielle de la vie privée. Une atteinte substantielle à la vie privée est une atteinte dont on peut raisonnablement s’attendre à ce qu’elle crée un risque réel de préjudice grave pour une personne.
Y a-t-il une atteinte substantielle à la vie privée? Choisir Oui ou Non : [insérer le texte ici] 
Rappel : Les atteintes substantielles à la vie privée doivent être signalées au Commissariat à la protection de la vie privée (OPC) et au Secrétariat du Conseil du Trésor du Canada (SCT) (voir la phase 4 de la trousse d’outils, Signaler et empêcher une nouvelle atteinte).
3. Niveau de risque général
Pour le niveau de risque général de l’atteinte, indiquer le niveau de risque le plus élevé produit à l’aide du Calculateur de niveau de risque pour l’une des catégories, peu importe si le risque est pour les individus ou l’institution. 
Saisir le niveau de risque général de l’atteinte (négligeable, faible, moyen ou élevé.) : [insérer le texte ici] 

[bookmark: _Annexe_A_:]Annexe A : Calculateur de niveau de risque 
Tableau 5 – Carte thermique des risques 
	
	Négligeable
Vraisemblance (N0)
	Probabilité faible (N1)
	Probabilité moyenne (N2)
	Forte probabilité (N3)

	Préjudice potentiel élevé
(P3)
	Faible
3
	Moyen
4
	Élevé
5
	Élevé
6

	Préjudice potentiel moyen
(P2)
	Faible
2
	Moyen
3
	Moyen
4
	Élevé
5

	Préjudice potentiel faible
(P1)
	Négligeable
1
	Faible
2
	Moyen
3
	Moyen
4

	Préjugé potentiel négligeable (P0)
	Négligeable
0
	Négligeable
1
	Faible
2
	Faible
3


Résumé du tableau : Le tableau décrit le niveau de risque général qui résulte de différentes combinaisons de préjudices potentiels et de la probabilité qu’un préjudice se produise. 
Tableau 6 – Descriptions des niveaux de risque 
	Niveau de risque
	Description

	0–1
	Risque négligeable

	2
	Risque faible

	Faible 3
	Risque faible à moyen
Une combinaison d’un niveau élevé et d’un niveau négligeable pour le potentiel ou la probabilité de préjudice.
Remarque : Un niveau négligeable de potentiel ou de probabilité de préjudice annule le niveau de risque général et signifie qu’un niveau 3 faible n’est pas une atteinte substantielle à la vie privée.

	Moyen 3
	Le risque moyen atteint le seuil d’atteinte substantielle à la vie privée 

	4
	Risque élevé et modéré

	5-6 
	Risque élevé


Remarque : Lors de l’évaluation des risques pour les individus, tout niveau de risque moyen ou élevé doit être classé et traité comme une atteinte substantielle à la vie privée.


[bookmark: _Toc130911087][bookmark: _Hlk99971518]Annexe B : Exemples d’évaluation des risques 
Exemple 1 : Communication accidentelle de renseignements personnels
Scénario A
Un employé travaillant dans un programme de subvention du gouvernement envoie un courriel mal acheminé. Le courriel, qui contient une demande pour que la personne A accède à son compte en ligne afin de vérifier les mises à jour de sa candidature au programme, a été accidentellement envoyé à la personne B, un autre candidat au programme. Le fait qu’un courriel ait été adressé à la personne A contenant des informations suggérant qu’elle a postulé au programme de subvention révèle des renseignements personnels à son sujet. 
Le responsable de la protection de la vie privée chargé de l’atteinte procède à l’évaluation suivante :
· Atteinte potentielle à la réputation de la personne A : faible La connaissance de leur demande au programme pourrait entraîner une gêne mineure (une incidence notable à court terme) en raison de la nature du programme. 
· Tout autre type de préjudice potentiel à l’individu : négligeable Tout préjudice financier, juridique ou lié à la santé de l’individu serait insignifiant ou inexistant. 
· Probabilité de concrétisation d’un préjudice pour l’individu : négligeable Le programme compte de nombreux candidats, et la personne B a été immédiatement contactée et a fourni la confirmation que le courriel a été supprimé. Il n’y a aucune raison de croire que la personne B ait l’intention de chercher à identifier davantage la personne A. 
· Atteinte potentielle à la réputation de l’institution : faible Il est possible que l’erreur de l’institution fasse l’objet d’une attention médiatique ou de critiques de la part des organismes centraux ou du Parlement, mais toute incidence pourrait être absorbée par un effort géré. 
· Probabilité de concrétisation d’un préjudice pour l’institution : négligeable Le préjudice causé à l’institution est fondé sur la faible probabilité que le préjudice causé à l’individu se concrétise. 
Exemples de résultats
1. Risque pour les individus
Le niveau le plus élevé de préjudice potentiel pour l’individu – faible (P1) – combiné à la probabilité que ce préjudice se concrétise – négligeable (N0) – produit un niveau de risque négligeable (1) pour l’individu. 
2. Existence d’une atteinte substantielle à la vie privée 
Étant donné que le risque pour l’individu est négligeable (1), l’atteinte à la vie privée est évaluée comme non substantielle.
3. Niveau de risque général 
Étant donné que le niveau de risque le plus élevé pour l’individu est faible (1), et que le risque le plus élevé pour l’institution est faible (1), le niveau de risque général de l’atteinte est évalué comme faible. 
Scénario B
La même situation se produit, sauf que le corps du courriel contient le numéro d’assurance sociale de la personne A ainsi que des informations sur les prestations qu’elle a reçues. L’analyste de la protection de la vie privée évalue les risques comme suit :
· Préjudice financier potentiel pour la personne A : moyen (préjudice à court terme qui pourrait probablement être partiellement atténué et qui aurait une incidence notable sur la personne). Les informations sont beaucoup plus sensibles et pourraient potentiellement être utilisées pour le vol d’identité ou la fraude. 
· Probabilité de préjudice financier pour l’individu : faible La probabilité de préjudice financier augmente en raison de la nature manifestement plus sensible des informations divulguées, mais elle n’augmente qu’à faible. Comme indiqué dans le scénario A, le programme compte de nombreux candidats, et la personne B a été immédiatement contactée et a fourni la confirmation que le courriel a été supprimé. Il n’y a aucune raison de croire que la personne B ait l’intention de chercher à identifier davantage la personne A, ce qui réduit la probabilité que le préjudice se concrétise. 
· Atteinte potentielle aux opérations de l’institution : faible Le préjudice opérationnel pourrait prendre la forme de la charge administrative de réévaluer les pratiques et les garanties actuelles pour déterminer comment l’erreur a été commise et veiller à ce que toute lacune soit corrigée. Un effort géré serait nécessaire pour corriger l’erreur. 
· Probabilité de préjudice opérationnel pour l’institution : élevé (probable dans des circonstances normales). Afin de remédier à l’atteinte et de prévenir de futures atteintes, l’institution devra adopter des mesures correctives et préventives, ce qui entraînera une charge administrative. 
· Atteinte potentielle à la réputation de l’institution : moyen Des changements aux opérations peuvent être nécessaires à la suite de critiques d’organismes centraux, par exemple. 
· Probabilité d’atteinte à la réputation de l’institution : faible Le niveau de préjudice dépend du préjudice causé à l’individu qui se concrétise.
· Préjudice juridique potentiel à l’institution : après avoir consulté l’unité des services juridiques de l’institution, l’analyste classe le niveau de préjudice juridique possible comme moyen 
· Probabilité de préjudice juridique à l’institution : après avoir consulté l’unité des services juridiques de l’institution, l’analyste classe le niveau de probabilité de préjudice juridique se concrétisant comme faible. 
Exemples de résultats
[bookmark: _Toc130911088]1. Risque pour les individus
Le niveau le plus élevé de préjudice potentiel pour l’individu – moyen (P2) – combiné à la probabilité que ce préjudice se concrétise – faible (N1) – produit un niveau de risque moyen (3) pour l’individu. 
2. Existence d’une atteinte substantielle à la vie privée 
Étant donné que le niveau de risque pour l’individu est moyen (3), l’atteinte à la vie privée est évaluée comme substantielle.
3. Niveau de risque général 
Le niveau de risque général de l’atteinte est moyen, avec trois combinaisons différentes de préjudice et de probabilité (deux pour l’institution et une pour l’individu) produisant ce niveau de risque. 
Exemple 2 : Accès non autorisé à des renseignements personnels
Scénario A
Une institution utilise un système de gestion de cas qui enregistre les interactions que les analystes de programme ont avec les candidats. Un analyste se rend compte qu’il a accidentellement ouvert le mauvais dossier et a lu les renseignements personnels d’un candidat dont le dossier a été confié à un collègue. Le cas contient un grand volume d’informations sur l’individu, y compris l’historique d’emploi et d’éducation. Constatant son erreur, l’analyste clôt les dossiers et en informe son gestionnaire. 
L’analyste de la protection de la vie privée affecté au dossier évalue l’atteinte comme suit :
· Préjudice financier potentiel pour l’individu : moyen La nature des informations signifie qu’il existe une menace que quelqu’un utilise ces informations à des fins frauduleuses. Cette menace crée la possibilité que le candidat perde confiance dans le ministère et retire sa candidature. Le préjudice aurait une incidence notable, mais pourrait être au moins partiellement atténué. 
· Probabilité de préjudice financier pour l’individu : négligeable Les informations divulguées ne sont pas particulièrement sensibles et les circonstances indiquent que l’accès non autorisé est accidentel et donc très peu susceptible de causer un préjudice au candidat.
· Préjudice potentiel à l’institution, tel que préjudice opérationnel au programme : faible Tout préjudice pourrait être absorbé par une activité normale et ne nécessiterait pas d’efforts importants ni de modifications des opérations. 
· Probabilité de tout préjudice à l’institution : négligeable La probabilité de préjudice à l’institution est liée à la concrétisation du préjudice causé à l’individu. 
Exemples de résultats 
1. Risque pour les individus
Le niveau le plus élevé de préjudice potentiel pour l’individu – moyen (P2) – combiné à la probabilité que ce préjudice se concrétise – négligeable (N0) – produit un niveau de risque faible (2) pour l’individu. 
2. Existence d’une atteinte substantielle à la vie privée 
Étant donné que le niveau de risque pour l’individu est faible (2), l’atteinte à la vie privée est évaluée comme non substantielle.
3. Niveau de risque général 
Le niveau de risque général de l’atteinte peut être évalué comme faible, puisqu’il s’agit du score de risque le plus élevé produit pour l’individu ou l’institution.
Scénario B
Un gestionnaire du même programme est avisé par un analyste que, lors de l’examen des registres d’accès à ses dossiers, il s’est rendu compte qu’un employé travaillant dans une autre direction du ministère a consulté et peut avoir modifié plusieurs dossiers relatifs à un candidat pendant plusieurs semaines. Pour contenir l’atteinte, ils restreignent immédiatement l’accès aux dossiers du candidat et demandent à leur directeur de contacter d’urgence la direction concernée pour obtenir des informations sur la conduite de l’employé. 
L’analyste de la protection de la vie privée chargé de l’atteinte procède à l’évaluation suivante :
· Préjudice financier potentiel pour l’individu : moyen Le volume et la sensibilité des renseignements personnels potentiellement consultés signifient qu’un préjudice notable à court terme qui pourrait être partiellement atténué est possible.
· Probabilité de préjudice financier pour l’individu : moyen (un préjudice est possible dans des circonstances normales). L’analyste fonde cette décision sur la possibilité d’une intention malveillante, puisque l’accès s’est produit plusieurs fois de suite et visait un seul individu. 
· Atteinte potentielle aux opérations de l’institution : faible Le besoin potentiel de modifications des opérations, telles que des mesures d’accès renforcées, pourrait être absorbé avec un effort maîtrisé. 
· Probabilité de préjudice opérationnel pour l’institution : moyen Préjudice possible dans des circonstances normales. 
· Atteinte potentielle à la réputation de l’institution : moyen L’attention des médias sur l’atteinte pourrait amener les Canadiens à perdre confiance dans le ministère, ce qui nécessiterait de plus grands efforts pour l’atténuer. 
· Probabilité d’atteinte à la réputation de l’institution : faible Un préjudice n’est possible que dans des circonstances limitées (pas dans des circonstances normales, mais pourrait potentiellement être préjudiciable en cas de développements futurs imprévus).
Exemples de résultats 
1. Risque pour les individus
Le niveau le plus élevé de préjudice potentiel pour l’individu – moyen (P2) – combiné à la probabilité que ce préjudice se concrétise – moyen (N2) – produit un niveau de risque moyen (4) pour l’individu. 
2. Existence d’une atteinte substantielle à la vie privée 
Étant donné que le niveau de risque pour l’individu est moyen (4), l’atteinte à la vie privée est évaluée comme substantielle.
3. Niveau de risque général 
Le niveau de risque général de l’atteinte peut être évalué comme moyen, puisqu’il s’agit du score de risque le plus élevé produit pour l’individu ou l’institution.
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